
With a well established record of helping government agencies 
manage, simplify & secure their existing IT infrastructure, Faronics
focuses on maximizing productivity of their IT assets and achieving 
operational continuity through its patented technology. 

Deep Freeze for Federal, State 
and Local Government

Deep Freeze and Anti-Executable are crucial to preserving an image 
determined for mission critical law enforcement systems used 24×7 
to ensure reliability and security with minimal downtime and with the 
least reliance on IT personnel.
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Our Customers

FBI: Federal Bureau of Investigation
Digital evidence kiosks used by the FBI for reporting evidence are prone 
to malware attacks and system misconfiguration due to multiple users 
accessing them. By ensuring fresh & immaculate system configurations 
upon reboot, Faronics Deep Freeze has helped the FBI manage kiosks 
in their multi-user environment.

District of Columbia
911 dispatch centers cannot afford any discrepancies in their 
services. Any system downtime could affect the emergency handling 
capabilities of the public safety/ law enforcement authorities. 
Faronics Deep Freeze has helped the District of Columbia to 
maintain their dispatch center computemaintain their dispatch center computers cost effectively with its simple 
‘Reboot to Restore’ solution.

SPAWAR: Space and Naval Warfare Systems
SPAWAR develops, delivers and sustains communication capabilities for 
warfighters, keeping them connected anytime, anywhere. With our 
patented 'Reboot to Restore' technology, Faronics Deep Freeze has 
helped SPAWAR to manage & maintain the system configurations of 
their on-field IT assets.

LAPD: Los Angeles Police Department 
The Los Angeles Police Department’s (LAPD) Mobile Data 
Computers are frequently affected by malware and system 
misconfigurations. System downtime, especially when the patrol cars 
are on the field, could drastically affect the reliability and 
peperformance of the MDCs. Faronics Deep Freeze has helped LAPD to 
maintain all MDCs in the running state by resolving malware and 
configuration issues with just a simple reboot of the systems.


